[YOUR LETTERHEAD HERE]
Template Policy: Sharing Physical Space for Co-Located Domestic Violence/Sexual Assault Advocacy Programs and Partners


Note: Organizations are welcome to adapt these sample materials to fit your needs and the work you do. You may change wording to match the language your organization prefers (e.g., survivor or service participant). Before using this template, be sure to remove all notes in blue.
Other document that you can refer to is “Template Policy on Securing Paper and Electronic Information for Co-located Domestic Violence/Sexual Assault Programs and Partners.”
In any co-locating collaboration, a clear physical separation between each partner should exist. If other entities share a building or have physical access to the space occupied by the partnership, the partnership should clearly document how paper records, computer records, and all other victim information will be protected.  

Staff/Advocate Roles: Anyone with privilege or confidentiality protections should have a separate office with a door or should use a private and closed office to meet with clients and have confidential phone calls. 

Office Space: If co-located partners meet with victims in offices with windows opening into hallways or to the outside, partners should attempt to use blinds or other coverings to protect the identity of victims within the office.

Building Security: If the building occupied by the partnership has building security separate from the partnership’s own check-in processes, the partnership may consider the following protocol provisions:

· If visitor or appointment logs are kept at a building main entrance, the information collected in the logs should be voluntary and optional, and logs should be purged regularly. 
· Victim/clients should not be required by building security staff to give their full name to access the program.  They should be allowed to share just initials or a first name.

· If victims are uncomfortable sharing their name, building security can call the partnership and someone affiliated with the program can come to greet the victim and determine next steps.

· If visitor badges or nametags that identify a victim/client are offered, the use should be voluntary and optional. 
Note: Why purge the security logs? If the security logs can be used to identify clients or potential clients of the partnership, this could compromise confidentiality and privacy.  Purging the logs and other records on a reasonable, but short, time frame will help protect confidentiality while providing information necessary for security. Consider a 24/48/72 hour time frame for purging security information. This suggestion is designed to balance the need for client/victim confidentiality and the need for security if a security breach occurs.
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